Information about the NR2111 5G NR Portable Router
pursuant to Article 3 (2) of Directive (EU) 2020/1828 (Data Regulation)

Product

Type

Name

Product number

EAN number

5G NR Portable Router

Zyxel - 5G NR Portable Router NR2111

NR2111-EUO2V1F

4718937654680

Data generation

The product may generate the following product data (depending on the settings, optional terminals, and country-specific specifications, if

applicable):
Real-time data
Data type Access/retrieval |Data format |generation/data Type of data Storage type
volume
Overview of: Connection Status volafile (deleted
Network status Gul String Yes/Low WAN/LAN, Data Usage, Date Rate, CPU
after reboot)
Usage
Display of the IPv4 and MAC address of
. . each DHCP connection volatile (deleted
User list cu String ves/Low (Online/Offine/Forbidden/Allow Users)  |affer reboot)
MAC Filter Mode
Display the setttings of WiFi, such as
- . . Status/Wi-Fi Band/Max User/SSID/Security  |volatile (deleted
Wi-Fi settings GUul String Yes/Low Mode/Wi-Fi after reboot)
Password/Channel/bandwidth...
. Overview of: Network Status/Device volatile (deleted
Status Gul String Yes/Low Status/Device Info after reboot)
Current data,
volatile (deleted
after reboot
Statistics GUI String Yes/Low Volume of data sent and received
total data, persistent
(deleted after factor
reset)
DHCP&DNS Gul Strin Yes/Low Displaying IPv4 Router Settings volafile (deleted
9 playing 9 after reboot)
Diagnostic functions such as Wi-Fi Status,
Diagnostics Gul Strin No Wi-Fi Password, Admin Password, CPU volatile (deleted
9 9 Usage, Memory Usage, WAN Status, Net  |after reboot)
Status
Download System: WAN-DHCP, DHCP-Server, TR-069,
System and security logs Gul as a packed | Yes/300K8 HTTP, UPNP, System,ACL, WiFi, Cellular persistent (deleted
file WAN after factory reset)
Security: Account, Firewall, MAC-Filter
if activated, an online check for new volatile (deleted
Firmware update GUI String No firmware and an automatic update to it
can be done after reboot)
User Data Storage
Data stored location Data type Intended duration of retention

On the device

System and security logs

Deleted after reboot

Remote Server

Controlled by service provider

Accessing, Querying, and Deleting User Datall

All data is stored exclusively locally and can be completely deleted via factory reset or reboot.
System logs and configurations can be saved.
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